A list of the actions performed by the wizard. The page displays a row for
the successful actions. If the configuration failed, a row is displayed for each
failed action. For example, if the wizard expects to assign a specific alert to
five devices, but the operation only succeeds for the three of the devices, this
page displays one row for the successful actions and two rows each failed
actions.

* Error messages for any failed actions.

Configure storage subsystem connections page

Use this page in the Configure Devices wizard to enter or update connection
properties for the storage systems and CIMOMs that you are configuring. Tivoli
Storage Productivity Center uses this information to collect data about the storage
systems.

Use the Configure storage system connections page to enter or update connection
properties for the following storage entities. Depending on the type of storage
system that you want to configure for monitoring, you must define connection
information for the native interface or associated CIMOM for the storage system.

¢ System Storage DS8000 (native interface)
* SAN Volume Controller (native interface)
* XIV system (native interface)

* Storwize V7000 (native interface)

» Storwize V7000 Unified (native interface)
e Other (CIMOM)

The entity that is selected from the Device Type list determines the information
that Tivoli Storage Productivity Center requires to connect to that entity. The
following sections describe the fields for each entity.

Requirement: If you are adding or updating connection properties for a SAN
Volume Controller or Storwize V7000 storage system, select IBM SAN Volume
Controller / IBM Storwize V7000 in the Device Type list. If you are adding or
updating connection properties for a Storwize V7000 Unified storage system, select
IBM Storwize V7000 Unified.
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Storwize V7000 Unified

Enter or update the following information to have Tivoli Storage Productivity
Center connect to a Storwize V7000 Unified storage system.

Storwize V7000 Unified is composed of Storwize V7000 and Storwize V7000 File
Module. You can connect to only Storwize V7000 or to both Storwize V7000 and
Storwize V7000 File Module. Storwize V7000 provides block-level data and
Storwize V7000 File Module provides file-level data.

Storwize V7000
Use the information in this section to connect Storwize V7000.

IP Address
Enter the IP address or host name of the Storwize V7000 storage
system. You can enter an IPv4 or IPv6 address, for example:

* 127.0.0.1
e [2001:DB8:0:0:0:0:0:0/32]

Select Key
An SSH key is required to access Storwize V7000. Select one of the
following actions for the SSH key:

* Upload new key: Select this option to upload a new key. Public
key content is extracted from the private key that is provided in
the Private SSH Key field and is uploaded to the Storwize
V7000 cluster. If you select this action, the Administrator User
Name and Administrator Password fields are required.

* Use existing uploaded key: Select this option if you want to use
a public key that was already uploaded by using a method other
than through Tivoli Storage Productivity Center, such as the
Storwize V7000 web interface. Enter the location of the private
key file that corresponds to the public key in the Private SSH
Key field. The Administrator User Name and Administrator
Password fields are not required if you select this option.

Administrator User Name
If you selected Upload new key in the Select Key list, enter the
name of a user that has the Security Administrator role for the
Storwize V7000 cluster that contains the storage system. Tivoli
Storage Productivity Center uses this value during the setup
process to contact the cluster and configure the SSH keys for the
user. This user name must belong to the Security Administrator
role, which has privileges to modify other user accounts.
Otherwise, Tivoli Storage Productivity Center cannot configure the
SSH keys.

If you selected Use existing uploaded key, this field is optional.

Administrator Password
Enter the password for the user name that you entered in the
Administrator User Name field.

User Name
Enter an authorized user name for the storage system. Tivoli
Storage Productivity Center uses this value to monitor and
configure the storage system. If the user name does not exist, it is
created. This user name must belong to the Administrator role.
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This field is active if you selected Upload new key in the Select
Key list and entered a user name and password in the
Administrator User Name and Administrator Password fields.
Important: If you upload a new key for the existing Storwize
V7000 user by using Tivoli Storage Productivity Center, that new
key overrides the existing key for the user name. If you have
another application that is using that user name (for example Tivoli
Storage Productivity Center for Replication), the application cannot
log on to Storwize V7000 because the key associated with the user
is overwritten.

Select User
Select a user name from the list. The names are defined on
Storwize V7000.

Private SSH Key
By default, the private key entry includes ${device.conf}\
tpc_svc.pem, which represents the Tivoli Storage Productivity
Center default key tpc_svc.pem. The tpc_svc.pem key is in the conf
directory where the Device server is installed. If you want to use
your own key, the key must exist on the system where you are
running the Tivoli Storage Productivity Center user interface. The
key is uploaded to the Tivoli Storage Productivity Center server
system. To identify a new key, click Browse.

The private SSH key must be in OpenSSH format or in PuTTY
(.ppk) format that is not password protected. If you have a
password protected PuTTY .ppk key, use the puttygen utility on a
Windows operating system to convert that key to OpenSSH format
by following these steps:

1. Start the puttygen utility.
2. Load the .ppk file. Click File > Load private key.

3. From the menu bar, click Conversion > Export OpenSSH key
conversion.

This action saves the key in OpenSSH format.

Passphrase (Optional)
Enter the passphrase for the private SSH key. The passphrase
protects your private SSH key file. If you do not have a
passphrase, leave this field blank.

Storwize V7000 File Module (Optional)
To connect to the Storwize V7000 Unified system, select this check box.

Depending on the configuration of Storwize V7000 Unified, the
information that is required to connect to this system can be the same as or
different from the information for Storwize V7000. The fields and field
descriptions are the same as the fields in the [Storwize V7000| pane with the
following exceptions:

e The IP Address field is not displayed because the IP address is retrieved
automatically.

¢ The User Name field is always required.

* The private SSH key must be in OpenSSH format. The PuTTY format is
not supported. You can use the puttygen utility to convert the key to the
OpenSSH format.

* The Select Key list contains the option Use user password in addition to
the Upload new key and Use existing uploaded key options. If you
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select Use user password, the User Password field is enabled and you
can use a user name and password to connect to the file module.

If you select Use user password, the Administrator User Name and
Administrator Password fields are optional.
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