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Chapter 1. Patch Management for Windows

IBM® Endpoint Manager Patch Management for Windows provides Fixlets for Microsoft security and non-security patches. Dashboards, wizards, and reports aid you in managing updates for various endpoint devices.

Since 1997, Endpoint Manager has been providing highly scalable, multi-platform, automated patch management solutions since 1997. Today, over 6 computers around the globe rely on the Endpoint Manager Unified Management Platform to deploy critical updates to workstations, servers and other devices, regardless of location, running a wide variety of operating systems and applications.

Endpoint Manager deploys in days, not months, so you can realize business value by meeting compliance requirements, reducing organizational risk and containing costs.

Endpoint Manager leads the patch management market in terms of breadth of coverage, speed, automation, and cost effectiveness of its solution. The solution, which includes deploying a multi-purpose, lightweight Endpoint Manager agent to all endpoint devices, supports a wide variety of device types that range from workstations and servers to mobile and point-of-sale (POS) devices.

New Features

Patch Management for Windows is updated to include not only security support but also non-security support (critical updates and service packs) for the following products:

- Microsoft Office Family
- Microsoft Office Communications Server
- Microsoft Office Communicator
- Microsoft Office Live
- Microsoft Lync Server
- Microsoft Lync

For more information about the other supported products, see System Requirements.
Chapter 2. Overview

Patch Management for Windows creates Fixlets for the patches that Microsoft issues. The Endpoint Manager agent checks the registry, systems language, and other factors to determine if the patches are not installed or if an installed patch is corrupt. Notes® placed in the Fixlet® descriptions help Console Operators work around potential issues.

Endpoint Manager Patch Management for Windows keeps your Windows clients current with the latest security and non-security updates from Microsoft. Patch Management is available through the Enterprise Security Fixlet site from Endpoint Manager.

For each new patch issued by Microsoft, IBM Endpoint Manager releases a Fixlet that identifies and remediates all the computers in your enterprise that need it. With a few keystrokes, the Endpoint Manager Console Operator can apply the patch to all relevant computers and view its progress as it deploys throughout the network.

The Endpoint Manager agent checks the registry, file versions, the systems language, and other factors to determine if a patch is necessary. Fixlets for Windows patches are divided into two main classes:

- **The patch has not been installed.**
  These Fixlets check a combination of the Windows registry and the Windows file system to determine whether or not a patch is applicable.

- **An installed patch is corrupt.**
  These Fixlets check the registry and each file installed by the patch. If any of the files are older than the version installed by the patch, the Console Operator is notified. A Fixlet describes the nature of the vulnerability and you can then re-apply the patch.

With this dual approach, you can differentiate between unpatched computers and those that have regressed due to installation of an earlier version of the application or service pack.

Endpoint Manager tests each Fixlet before it is released. This testing process often reveals issues that are addressed by attaching extra notes to the Fixlet. The Console Operator can use these notes to work around the problem, adding extra value to the patching process. Endpoint Manager incorporates also user feedback into notes.

Examples of notes include:
- **Note:** An Administrative Logon is required for this IE patch to complete upon reboot.
- **Note:** Affected computers might report back as 'Pending Restart' when the update has run successfully, but do not report back their final status until the computer has been restarted.
- **Note:** To deploy this Fixlet, ensure that Windows Update service is not disabled.
- **Note:** Microsoft has announced that this update might be included in a future service pack or update rollup.
System requirements

Endpoint Manager supports security and non-security updates for Microsoft and third-party operating systems and applications.

Supported operating systems and applications

Endpoint Manager provides security and non-security updates for operating systems and applications in the Patch Management for Windows site.

*Table 1. Operating systems and applications that the Patch Management for Windows site supports*

<table>
<thead>
<tr>
<th>Site Name</th>
<th>Type of Update</th>
<th>Supported operating system or application</th>
</tr>
</thead>
<tbody>
<tr>
<td>Patch Management for Windows</td>
<td>Supports security and non-security updates.</td>
<td><em>Office Family</em></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Microsoft Office 2013</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Microsoft Office 2010</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Microsoft Office 2007</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Microsoft Office 2003</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Microsoft Office 2002 XP</td>
</tr>
<tr>
<td></td>
<td></td>
<td><em>Windows Family</em></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows 8</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows 7</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows XP</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows XP x64 Edition</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows Server 2012</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows Server 2008 R2</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows Server 2008</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows Server 2003 Datacenter</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows Server 2003</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows 2003 Standard</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows 2003 Web Edition (x86 and x64)</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows 2000*</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows 2000 Professional</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows 2000 Server</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows 2000 Datacenter Server</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows 2000 Advanced Server</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows NT Workstation</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows Vista</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows XP Professional</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows Home Edition</td>
</tr>
<tr>
<td></td>
<td></td>
<td><em>Embedded Family</em></td>
</tr>
</tbody>
</table>
### Table 1. Operating systems and applications that the Patch Management for Windows site supports (continued)

<table>
<thead>
<tr>
<th>Site Name</th>
<th>Type of Update</th>
<th>Supported operating system or application</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td>Windows XP Embedded</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Windows Embedded</td>
</tr>
<tr>
<td></td>
<td></td>
<td>POSReady 7</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Exchange Family</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Exchange 2000 Server</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Exchange Server 2003</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Exchange Server 2007</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Exchange Server 2010</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Exchange Server 2013</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Microsoft Office Communications Server and Office Communicator Family</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Office Communicator 2007 R2</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Office Communications Server 2007</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Office Communications Server 2007 R2</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Microsoft Lync and Microsoft Lync Server Family</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Microsoft Lync 2010</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Microsoft Lync Server 2010</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Microsoft Lync Server 2013</td>
</tr>
</tbody>
</table>

**Note:** For a complete list of operating systems and applications that have Security updates support, see the following wiki topic: [https://www.ibm.com/developerworks/community/wikis/home?lang=en#!/wiki/Tivoli%20Endpoint%20Manager/page/Supported%20OS](https://www.ibm.com/developerworks/community/wikis/home?lang=en#!/wiki/Tivoli%20Endpoint%20Manager/page/Supported%20OS)

**Note:** Microsoft no longer supports and releases updates products that have reached their of life (EOL). Although, IBM Endpoint Manager no longer provides new content for products that reached its end support date, you can use standard IBM support channels to raise concerns and for troubleshooting support for existing content. For a list of end of life products, see the Products that have reached their end of support date section.

### Supported third party applications

Third party applications are found in the Updates for Windows Applications site. Some applications are supported with audit Fixlets. Audit Fixlets will only indicate that the application is outdated. Users must manually apply the update.

Use the Fixlet Maker dashboard to create the necessary Fixlets to patch the applications. For more information, see the following topics:

- “Fixlet Maker dashboard overview” on page 27
Table 2. Applications that the Updates for Windows Applications site supports

<table>
<thead>
<tr>
<th>Site name</th>
<th>Type of update</th>
<th>Application</th>
</tr>
</thead>
<tbody>
<tr>
<td>Endpoint Manager Updates for Windows Applications</td>
<td>Standard application update</td>
<td>Adobe Flash Player</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Adobe Air</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Adobe Acrobat</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Adobe Reader</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Adobe Shockwave Player</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Apple iTunes</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Apple QuickTime</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Skype</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Oracle Java™ Runtime Environment</td>
</tr>
<tr>
<td>Audit Fixlet support</td>
<td></td>
<td>Google Chrome</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Mozilla Firefox</td>
</tr>
<tr>
<td></td>
<td></td>
<td>RealPlayer</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Winamp</td>
</tr>
<tr>
<td></td>
<td></td>
<td>WinZip</td>
</tr>
</tbody>
</table>

Products that have reached their end of support date

Microsoft products have a lifecycle that ends when the product is no longer supported. When a product reaches end of life (EOL) or its end of support date, Microsoft no longer supports and releases updates for the product, including automatic fixes, updates, and online technical assistance.

IBM Endpoint Manager, in turn, no longer provides security and non-security content and support for products that reached its end of support date. However, users of existing Windows content can use the standard IBM support channels to raise concerns and for troubleshooting support.

provides extended support for some products that have reached their end of life.

Microsoft provides extended support for some products that have reached their end of life. If you signed for extended support with Microsoft, it is suggested that you contact your IBM account representative. To see information about product offerings, see [http://www-01.ibm.com/software/tivoli/services/consulting/contacts.html](http://www-01.ibm.com/software/tivoli/services/consulting/contacts.html).

Table 3. .NET Framework products that reached their end of support date

<table>
<thead>
<tr>
<th>.NET Framework</th>
</tr>
</thead>
<tbody>
<tr>
<td>.NET Framework 1.1 Gold and earlier</td>
</tr>
<tr>
<td>.NET Framework 2.0 SP1 and Earlier</td>
</tr>
<tr>
<td>.NET Framework 3.5 Gold and Earlier</td>
</tr>
</tbody>
</table>
Table 4. Microsoft Exchange Server products that reached their end of support date

<table>
<thead>
<tr>
<th>Microsoft Exchange Server</th>
</tr>
</thead>
<tbody>
<tr>
<td>Microsoft Exchange Server 5.0</td>
</tr>
<tr>
<td>Microsoft Exchange Server 5.5</td>
</tr>
<tr>
<td>Microsoft Exchange Server 2003 Enterprise Edition</td>
</tr>
<tr>
<td>Microsoft Exchange Server 4.0 Service Pack 1</td>
</tr>
</tbody>
</table>

Table 5. Office products that have reached their end of life

<table>
<thead>
<tr>
<th>Office</th>
</tr>
</thead>
<tbody>
<tr>
<td>Office 2000 and Earlier</td>
</tr>
<tr>
<td>Office 2003 SP2 and Earlier</td>
</tr>
<tr>
<td>Office 2007 SP1 and Earlier</td>
</tr>
<tr>
<td>Office 97</td>
</tr>
<tr>
<td>Office XP SP2 and Earlier</td>
</tr>
</tbody>
</table>

Table 6. Office Communicator product that has reached its end of life

<table>
<thead>
<tr>
<th>Office Communicator</th>
</tr>
</thead>
<tbody>
<tr>
<td>Office Communicator 2007</td>
</tr>
</tbody>
</table>

Table 7. SQL Server products that have reached their end of life

<table>
<thead>
<tr>
<th>SQL Server</th>
</tr>
</thead>
<tbody>
<tr>
<td>SQL Server 2000 SP3a and Earlier</td>
</tr>
<tr>
<td>SQL Server 2000 SP3a and Earlier (Analysis Services)</td>
</tr>
<tr>
<td>SQL Server 2000 SP3a and Earlier (BES MSDE)</td>
</tr>
<tr>
<td>SQL Server 2000 SP3a and Earlier (Client Tools Only)</td>
</tr>
<tr>
<td>SQL Server 2005 SP3 and Earlier</td>
</tr>
<tr>
<td>SQL Server 2008 SP1 and Earlier</td>
</tr>
<tr>
<td>SQL Server 7.0 SP3 and Earlier</td>
</tr>
</tbody>
</table>

Table 8. Windows products that have reached their end of life

<table>
<thead>
<tr>
<th>Windows</th>
</tr>
</thead>
<tbody>
<tr>
<td>Windows 2000 and all its editions</td>
</tr>
<tr>
<td>Windows 2000 SP4 and Earlier</td>
</tr>
<tr>
<td>Windows 7 Gold</td>
</tr>
<tr>
<td>Windows 98</td>
</tr>
<tr>
<td>Windows NT 4.0</td>
</tr>
<tr>
<td>Windows Server 2003 SP1 and Earlier</td>
</tr>
<tr>
<td>Windows Server 2008 Gold</td>
</tr>
<tr>
<td>Windows Server 2008 R2 Gold</td>
</tr>
<tr>
<td>Windows Vista</td>
</tr>
<tr>
<td>Windows Vista SP1 and Earlier</td>
</tr>
<tr>
<td>Windows XP</td>
</tr>
</tbody>
</table>
Table 8. Windows products that have reached their end of life (continued)

<table>
<thead>
<tr>
<th>Windows</th>
</tr>
</thead>
<tbody>
<tr>
<td>Windows XP Gold (x64)</td>
</tr>
</tbody>
</table>

**Other languages supported**

Patch Management has Fixlets sites for the different Windows language versions that it supports. If you are using the Evaluation version, you can download the Masthead of particular language sites.

In addition to English, Patch Management for Windows supports other international versions of Windows. Each language has its own Fixlet site. These languages include:

**Table 9. Other languages supported by the Patch Management for Windows site**

<table>
<thead>
<tr>
<th>Other languages supported by the Patches for Windows site</th>
<th>Other languages supported by the Windows Application Updates site</th>
</tr>
</thead>
<tbody>
<tr>
<td>Brazilian Portuguese</td>
<td>Brazilian Portuguese</td>
</tr>
<tr>
<td>Czech</td>
<td>British English (Only for Mozilla Firefox)</td>
</tr>
<tr>
<td>Danish</td>
<td>Chinese (Simplified)</td>
</tr>
<tr>
<td>Dutch</td>
<td>Chinese (Traditional)</td>
</tr>
<tr>
<td>Finnish</td>
<td>Czech</td>
</tr>
<tr>
<td>French</td>
<td>French</td>
</tr>
<tr>
<td>German</td>
<td>German</td>
</tr>
<tr>
<td>Greek</td>
<td>Hungarian</td>
</tr>
<tr>
<td>Hebrew</td>
<td>Italian</td>
</tr>
<tr>
<td>Hungarian</td>
<td>Japanese</td>
</tr>
<tr>
<td>Italian</td>
<td>Korean</td>
</tr>
<tr>
<td>Japanese</td>
<td>Polish</td>
</tr>
<tr>
<td>Korean</td>
<td>Russian</td>
</tr>
<tr>
<td>Norwegian</td>
<td>Spanish</td>
</tr>
<tr>
<td>Polish</td>
<td>-</td>
</tr>
<tr>
<td>Russian</td>
<td>-</td>
</tr>
<tr>
<td>Spanish</td>
<td>-</td>
</tr>
<tr>
<td>Simplified Chinese</td>
<td>-</td>
</tr>
<tr>
<td>Swedish</td>
<td>-</td>
</tr>
<tr>
<td>Traditional Chinese</td>
<td>-</td>
</tr>
<tr>
<td>Turkish</td>
<td>-</td>
</tr>
</tbody>
</table>

When you purchase a Production version of IBM Endpoint Manager for these languages, you automatically receive the corresponding version of Patch Management. Otherwise, if you are working with an Evaluation version of the program, you can download the appropriate Masthead for these sites from the IBM Endpoint Manager support website at [http://support.Tivoli Endpoint Manager.com](http://support.Tivoli Endpoint Manager.com).
Site subscription

Sites are collections of Fixlet messages that are created internally by you, by IBM, or by vendors.

Subscribe to a site to access the Fixlet messages to patch systems in your deployment.

You can add a site subscription by acquiring a Masthead file from a vendor or from IBM or by using the Licensing Dashboard. For more information about subscribing to Fixlet sites, see the IBM Endpoint Manager Installation Guide.

For more information about sites, see the IBM Endpoint Manager Console Operator’s Guide.
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You can manage Fixlets using dashboards, reports, and wizards. You can deploy, fix, and uninstall Fixlets. You can also view the breakdown of Fixlets available or needed in your deployment.

Patch using Fixlets

From the console, you can select the action for the appropriate Fixlets that you want to deploy. The action propagates across your deployment. Patches are applied based on the settings that you make in the Fixlet work area and the Take Action dialog.

Follow these steps to deploy patches from the Endpoint Manager Console by using Fixlets.
1. From the All Patch Management navigation tree, click Fixlets and Tasks > By Site > External Sites.
2. Select the site. In the following image, the Patches for Windows (English) site is selected.
3. In the content that is displayed in the list panel, click the Fixlet that you want to deploy.
4. The Fixlet opens in the work area. Click the tabs at the top of the window to review details of the Fixlet.
5. Click Take Action to deploy the Fixlet. You can also click the appropriate link in the Actions box.
   For detailed information about setting parameters with the Take Action dialog, see the IBM Endpoint Manager Console Operators Guide.
7. Click OK.
Note: In some cases, you must enter your Private Key Password after you click OK.

The action propagates across your network, installing the designated patch on the computers that you specified and according to the schedule that you selected. You can monitor and graph the results of this action to see exactly which computers were remediated to ensure compliance.

**Patches for Windows Overview dashboard**

Use the Patches for Windows Overview Dashboard to view the breakdown of security and non-security patches that are needed in your deployment.

The Patches for Windows Overview dashboard displays a summary of patch information in your deployment using tables, graphs, and pie charts. From the Patch Management domain, click OS Vendors > Microsoft Windows > Reports > Patches for Windows Overview.

The report has three tabs:

- Patches for Windows Overview
- Security Patches Overview
- Non-Security Patches Overview

You can change how your data displays in the overview from the legend in the upper-right corner of each graph. Content can be viewed in a column chart, pie chart, or data table.

The Security Patches Overview and Non-Security Patch Overview tabs have a different link for computers that need at least one patch. The Security Patches Overview tab has the **Computers Needing at least one Critical Patch**; the Non-Security Patches Overview tab has the **Computers Needing at least one Non-Security Patch** link.

Both links open a Fixlet list window where you can view the relevant Fixlets, Computers, Tasks, Baselines, Actions, and Analyses.

### Patches for Windows Overview tab

The Patches for Windows Overview tab displays Microsoft patch information, deployment information, and a chart that displays the category of patches.
The Patch for Windows Overview tab provides a quick summary of your Windows remediation. It shows the Microsoft Patches Information and the Deployment Information. The Microsoft Patches information includes the number of patches and the number of Security and Non-Security patches that the deployment needs.

The tab also includes a Patch Needed chart that shows the breakdown of the computers that need patches, which is based on the following categories:

- Security Patches Needed only
- Non-Security Patches Needed only
- Both Security and Non-Security Patches Needed
- No Patch Needed

**Security Patches Overview tab**

A Microsoft security patch refers to any bulletin or update that is related to a security vulnerability. The Security Patches Overview tab has bar charts and the Microsoft Security Patches Information section, which provides patch information that is divided into the following headings:

**Security Patches Needed**

Shows the number of security patches that are applicable in the deployment. It lists the Total Patches Needed and the Total Critical Patches Needed. Total Patches Needed refers to the total number of patches for all Tivoli Endpoint Manager clients, including critical, important, low, and unclassified patches. The section also shows the number and percentage of computers that need at least one critical patch.

**Number of Relevant Security Patches**

Shows the number of security Fixlets that are applicable in the deployment. It displays the number of all patches relevant in the deployment and the total number of security Fixlets.

**Average Relevant Security Patches per Computer**

Shows the average number of all the relevant patches and the critical patches for every computer.

The Security Patches Overview tab has bar charts of total patches that are needed by severity: critical, important, moderate, low, and unclassified. Another bar chart displays the severity of relevant patches.
Non-Security Patches Overview tab

The Non-Security Patches Overview tab shows a summary of Microsoft Patch Information. Patch information is broken down to show the following information:

- **Total Patches Needed**
- The date of the *Latest Microsoft Patches*
- The number of relevant patches
- The number and percentage of Computers Needing at least one Patch link
- The Average Relevant Patches per Computer

The tab also has a chart that categorizes the total patches that are needed according to product family, category, and operating system.
Patch Overview dashboard

View patch site information in your deployment including the most relevant items in deployment and comparisons of critical patches against other patches by site. The dashboard shows all the patches in your deployment, not just those for Windows. Set view options to see the last 10 actions done for every site.

The Patches Overview dashboard displays a summary of patch information in your deployment using tables and graphs for all Tivoli Endpoint Manager patch solutions, not just the statistics for Patches for Windows. The dashboard is located at the top of the Patch Management navigation tree and opens when you click the Patch Management node for the first time.

Click on the bar graph to the right to open a datagrid, with the various sites listed, which you can click to get a more in-depth view of the site. Patches for Windows is organized into one bar graph for each international Windows Patch site subscribed.
The number of items in “Other” determines how many sites can be viewed at the same time, and you can change this value.

For any given section of the dashboard, there are general statistics about the total number of patches, the number of clients subscribed, the most relevant critical items in deployment for that site, and the last 10 actions issued in the site.

**Uninstalling patches**

Enter the Microsoft Knowledge Base (KB) number in the Rollback Task Wizard to uninstall patches.

You can remove certain patches by using the *Microsoft Patch Rollback Task Wizard*. You need the Microsoft KB number to identify the applicable patch. There might be some patches that require uninstallation without using *Microsoft Patch Rollback Task Wizard*.

**Using the Rollback Task wizard**

Uninstall Microsoft patches with the Rollback Task Wizard.

Use the Patch and Update Rollback Information Analysis to know the Microsoft KB number of the patch that you need to install.

Use these steps to uninstall patches that can be uninstalled with the Microsoft Patch Rollback Task Wizard.

1. From the Patch Management navigation tree, click the OS Vendors site.
3. Enter the Knowledge Base (KB) number of the patch in the designated field. The Task Wizard and Analysis looks for Microsoft KB in the following locations in the Windows Registry:

   **For Windows XP/2003 and earlier**
   in HKEY_LOCAL_MACHINE\Software\Microsoft\Windows\CurrentVersion\Uninstall\key. The key must be the KB number for the patch you want to roll back.

   **For Windows Vista and later**
   The Microsoft KB number is embedded in the key names in the Windows Registry location: HKEY_LOCAL_MACHINE\Software\Microsoft\Windows\CurrentVersion\ComponentBased Servicing\Packages\.

4. Select the operating system.
5. Optional: Click the check box to create a one-time action. Leave this unchecked if you want to create a Fixlet.
6. Click **Finish**. The **Take Action** dialog opens.
7. Optional: You can set additional parameters in the Take Action dialog.
8. Click OK to start the action.
9. Enter your Private Key Password.

It is strongly recommended that you test the success of the rollback to avoid restarting machines that might fail to roll back.

**Troubleshooting uninstallation of patches**

You can troubleshoot patches that do not uninstall using the Rollback Task Wizard using different methods.

Some Windows patches require different steps for uninstallation other than using the Rollback Task Wizard. Rollback might fail because of the following reasons:

- A patch cannot be uninstalled.
- The method the Rollback Task Wizard uses to generate an uninstall command might not work for the patch.

Use the following ways to uninstall patches:

- The task might report back as completed on Windows Vista and later even when it failed. Check that the task is no longer relevant to ensure success of the rollback.
- If the task fails, make sure that the patch can be uninstalled from the Control Panel, using **Programs and Features** if you are using the Classic View or **Uninstall a program** under the **Programs** category.
- If the task fails on Windows Vista or Windows 2008, manually generate the assemblyidentity tag and command to uninstall. For more information about using Method 2: Use the Command Line of the Microsoft KB Article 940410, see [Microsoft Support page](#).

**Note:** It is not advisable to deploy a generated Patch Rollback Task as part of a multiple action group because rollback tasks are more likely to fail.

**Fixing Corrupt Patches**

Use the Corrupt Fixlet Wizard to fix multiple corrupt Fixlets and to create Fixlet copies or baselines without rebooting.
Corrupt patches are one of two major classifications of Fixlet messages for Microsoft. To learn more about the main classes of Fixlets for Windows patches, see Chapter 2, “Overview,” on page 3.

You get a Fixlet message when any of the files have an earlier file version than the version installed by the patch. The Fixlet message notifies you that the patch has been installed, but that not all the files are up-to-date, so you might not be secured against the vulnerability. You can then re-apply the patch using the Fixlet.

This two-step approach works gives you more information about why a patch is needed. This is better than an approach where you are simply informed that you have not installed the patch. For example, when you apply a patch to a group of computers, then later notice that Tivoli Endpoint Manager displays that some computers have “corrupted patches”, you will know that something has overwritten some of the files. This usually occurs if you install another application or an earlier service pack that overwrites the newer files.

Note: The Tivoli Endpoint Manager Client continuously checks both the registry and file versions using extremely few computer resources, giving you the benefit of continuous monitoring without having a large CPU, memory, hard disk, or bandwidth cost.

Corrupt patches can be difficult to correct in a baseline because of their requirement to reboot after application. If testing in your environment has established sequences of corrupt patches that can be safely applied without reboot, you can use the Corrupt Patch Deployment Wizard in the Patching Support site. Use this wizard to create Fixlet copies or baselines without rebooting.

If a machine has multiple corrupt Fixlets that are applicable, you can apply them all at the same time by using the Corrupt Fixlet Deployment Wizard.

### Using the Corrupt Patch Deployment wizard

Use the Corrupt Patch Deployment Wizard to fix corrupt Fixlets by using Fixlet copies or existing baselines.

Follow these steps to fix corrupt patches using the Corrupt Patch Deployment Wizard.

1. From the Patch Management navigation tree, click OS Vendors.
3. Identify the applicable corrupt Fixlets. You can do one of the following actions:
   - Choose among the Patch for Windows corrupt patches.
   - Select a baseline that has corrupt Fixlets in it.
   - Copy and paste corrupt Fixlets from a console view.

4. You can either select output as a series of custom Fixlets or as a baseline.
5. Review the Fixlets.
6. Click OK.
The content that is created is placed in the Patch Domain, under the All Patch Management mode. To view the content, from the Patch Management navigation tree, click Content > Custom Content.

**Patch Microsoft Office**

You can deploy Microsoft Office updates and patches using Administrative, Network, and Local installation.

Updates to Microsoft Office might require that installation or source files be present for the update to complete successfully. To meet this need, Tivoli Endpoint Manager provides different ways to deploy Microsoft Office updates and patches:

- Administrative
- Network
- Local

You can configure Tivoli Endpoint Manager clients to use one of these methods by using the Office Deployment Control tasks in the BES Support site.

**Note:** The deployment of updates and patches using Administrative, Network, and Local ways apply to Microsoft Office versions earlier than Microsoft Office 2007.

**Administrative Installation**

Follow best practices to ensure successful deployment of Microsoft Office updates using the administrative installation.

The Administrative Installation method uses Microsoft Office Administrative Installation Points to provide Office updates. The following caveats apply to this installation method:

- The Office product being patched must point to the correct administrative installation point, and this administration point must match the product being patched. For example, an Office 2000 Standard installation cannot point to an Office 2000 Professional administrative point. Click the OS Vendors site in the navigation tree, and then click Microsoft Office and Configuration.
Only one Office product can be present on the computer. However, multiple installations of different Office versions also works. For example, Office 2000 Small Business and Office 2000 Professional is not supported, but Office 2000 Small Business and Office XP Professional is.

The patch must be correctly applied to the administrative point before deploying the action.

The administrative point must be shared, with read permission given to ANONYMOUS LOGON, NETWORK, or EVERYONE on a Windows NT, Windows 2000, Windows XP, Windows 2003, or Windows 7 system.

Null session must be enabled for the share. For more information, see [Creating a Null Session Share](#).

**Network Installation**

Follow best practices to ensure the successful deployment of Microsoft Office updates using network installation.

The Network Installation method uses a network-shared location containing the Office installation media or source files. The following caveats apply to this installation method:

- When deploying the action, you must supply a valid UNC path (\server_name\share_name) to the appropriate Office setup files. The shared setup files must match the product being patched; an Office 2000 Standard installation cannot be patched by providing the Office 2000 Professional setup files.

- For Office 2000, only one Office product can be installed on the computer, however multiple installations of different Office versions will work. For example, Office 2000 Small Business and Office 2000 Professional is not supported, whereas Office 2000 Small Business and Office XP Professional is supported – see previous section.
• The Office setup files must be shared with *read permission* given to ANONYMOUS LOGON, NETWORK, or EVERYONE on a Windows NT, Windows 2000, Windows XP, or Windows 2003 system.

• Null session must be enabled for the share. For more information about enabling a null session, see Creating a Null Session Share.

**Local Installation**

Follow best practices to ensure successful deployment of Microsoft Office updates using local installation.

The Local Installation method uses source Office installation media or source files that are installed locally on every computer to be updated. The following caveats apply to this installation method:

• Before performing Action, the appropriate Office CD must be placed in the local CD-ROM drive of each computer you want to update. The CD provided must match the product being patched; the Office 2000 Standard installation cannot be patched by using the Office 2000 Professional CD.

• The CD-ROM drive must be recognized by the operating system.
Chapter 4. Navigating Windows Application Update Patches in the IBM Endpoint Manager console

From the console, you can select the Action for the appropriate Fixlets that you want to deploy. The Action propagates across your deployment and applies patches based on the settings that you make in the Fixlet work area and the Take Action dialog.

You can deploy the Windows Updates Fixlets from the Endpoint Manager console.

From the Patch Management domain, in the navigation tree, click All Patch Management > Sites > External Sites > Updates for Windows Applications.

Select from among the following options:
• Fixlets and Tasks
• Baselines
• Analyses
• Computer Groups
• Actions
• Subscribed Computers
The list panel on the right updates to show what you selected. Double-click the Fixlet that you want to deploy. The Fixlet opens in the work area.

Click the tabs at the top of the window to review details of the selected Fixlet.

Select the link in the Actions box to start deployment.

Click **OK**. The action propagates across your network, installing the designated patch on the computers that you specified and to the schedule that you selected. You can monitor and graph the results of this action to see exactly which computers are remediated to ensure compliance. For more information about navigating the Endpoint Console and deploying patches, see the [IBM Endpoint Manager V9.0 Information Center](#).
Fixlet Maker dashboard overview

The Fixlet Maker dashboard provides an interface where you can create application update Fixlets by using templates.

The dashboard currently supports templates for the following applications:

- Google Chrome (Enterprise Edition)
- Mozilla Firefox
- RealPlayer
- WinZip
- Winamp

Audit Fixlets for these applications are available to inform you when a new version of the application becomes available.

**Note:** You can create your own template to generate Fixlets in the Fixlet Maker dashboard. For more information, see the [IBM Endpoint Manager wiki](https://www.ibm.com) and search for “creating a Fixlet template”.

You can access the Fixlet Maker dashboard from the Patch Management domain. Click **All Patch Management > Dashboards > Fixlet Maker**.

The dashboard displays all the previously created Fixlets for each template.

---
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Creating custom Fixlets from templates

You can use the Fixlet Maker dashboard to create your own Fixlets for Windows applications that are not supported by the Patching Support site.

You can either create a dedicated custom site or use the Master Action site to store and manage the created Fixlets.

Use the templates from the Fixlet Maker dashboard to create Fixlets for the following applications:
- Google Chrome (Enterprise Edition)
- Mozilla Firefox
- RealPlayer
- WinZip
- Winamp

1. Click Patch Management > All Patch Management > Dashboards > Fixlet Maker.
2. Select a template from the list of available templates.
3. Click Create Fixlet.
4. Specify the installation file of the application.

Note: The installation files must be downloaded from official vendor sites.
For this release, you can either select the installation file from your local drive or download the file from the internet. An example of the URL download link is http://download.nullsoft.com/winamp/client/winamp563_lite_en-us.exe.
The installation file is uploaded in the BESRootServerDir/Uploads directory of the Endpoint Manager server. For example:

**On a 32-bit operating system**

C:\Program Files\BigFix Enterprise\BES Server\wwwrootbes\Uploads

**On a 64-bit operating system**

C:\Program Files (x86)\BigFix Enterprise\BES Server\wwwrootbes\Uploads

5. Enter the software version. Ensure that you specify the software version of the installation file.

6. Enter the source release date of the updates.

7. Optional: Enter the Common Vulnerabilities and Exposures (CVE) ID number. For example, cve-1234567.

8. Optional: Enter the Source ID. This ID is associated with the source of the update. For example, Microsoft uses MS11-02 and Adobe uses APSB-12.

9. Optional: Enter the severity of the Fixlet. For example, Low, Moderate, Important, and Critical.

10. Optional: Select the operating system architecture that you want the updates to be relevant for. You can select either 32-bit or 64-bit.

11. Click **Create Fixlet**. A creation dialog opens with blank fields that you can complete.

12. Enter a user-readable title as the name of the Fixlet.

13. Select the site and domain to host it from.

14. From the **Description** tab, create a description for the Fixlet that you want to deploy.

**Note:** The **Actions**, **Relevance**, and **Properties** tabs are automatically populated with the information that you entered in the Fixlet template.

15. Click **OK**. The created Fixlet displays in the second table of the dashboard.
Appendix A. Support

For more information about this product, see the following resources:

- IBM Endpoint Manager Support site
- IBM Endpoint Manager wiki
- Knowledge Base
- Forums and Communities
Appendix B. Frequently asked questions

Learn the answers to frequently asked questions.

Where are my dashboards located in the Tivoli Endpoint Manager Console?

The updated Tivoli Endpoint Manager Console contains the same content as the previous version, although some content might have moved to a different location.

The following list shows the contents and their locations:
- The Patches Overview dashboard is in the Patch Management domain, on the upper part of the page.
- The Patch Overview Dashboard is in under All Patch Management. Alternatively, you can also find the dashboard under the Patch Support site.
- Some dashboards are located under OS Vendors > Microsoft Windows.

What do I do if a patch fails to install?

If a patch fails to install, there are several things that you can try:
- Determine if you have applied the patch to the correct computers.
- Try running the patch manually by downloading it from the Microsoft website.
- Review Windows updates.
- Look at the Microsoft Baseline Security Analyzer (MBSA) to see that the tool considers the patch to be applicable.

If the patch still fails to install, contact IBM Software Support.

Why does a patch fail, but complete successfully?

Sometimes under specific circumstances, a patch is successfully applied but the relevance conditions indicate that it is still needed. Check to see if there are any special circumstances associated with the patch, or contact IBM Software Support.

Why is there no default action?

There are various reasons for why there is no default action. Sometimes a Fixlet or a patch might have catastrophic consequences. It is highly suggested that you test the Fixlet on a test bed you apply the Fixlet or patch. There might also be multiple actions with the Fixlet, none of which are clearly suggested over other actions. It is highly suggested that you read the Description text in the Fixlet before you start the action.

What does “Manual Caching Required” mean?

In some instances, a particular vendor might not be providing a download directly to their link. In this case, click through that vendor’s End User License Agreement and manually download it to your Tivoli Endpoint Manager server.

What are Corrupt Patches and how are they used?

Corrupt patches in Windows are when Tivoli Endpoint Manager detects that a patch looks like it began running but did not complete. These patches become
relevant to indicate that something is wrong with the security patch. To remediate, take the appropriate action to reapply the patch.

**What are superseded patches?**

Superseded patches are earlier versions of patches that no longer need to be applied.

**How do I deal with missing patches?**

Tivoli Endpoint Manager does not provide Fixlets for every patch that Microsoft offers. For more information, see the related FAQ entry on the types of patches that are supported by Tivoli Endpoint Manager. You can also contact IBM Software Support.

**What are non-security updates?**

Non-security updates are all updates except security updates. Non-security updates include critical updates, service packs, and update rollups. Tivoli Endpoint Manager supports critical updates and service packs. For more information about the types of updates that are supported by Tivoli Endpoint Manager, see the wiki article on [Supported OS](#).

**What types of patches are supported by Tivoli Endpoint Manager?**

Tivoli Endpoint Manager supports security and non-security updates. Non-security updates include critical updates and service packs. For more information about the types of updates that are supported by Tivoli Endpoint Manager, see the wiki article on [Supported OS](#).

**What does 'Known Issue' mean?**

A 'Known Issue' is a term that is used by Microsoft in the KB articles. You are advised to refer closely to details of known issues that are indicated in the KB articles.

**Are hotfixes supported by Tivoli Endpoint Manager?**

Hot fixes are not supported. Customers are advised to contact [IBM Software Support](#) for critical hot fix requests.

**What is an audit Fixlet?**

A Tivoli Endpoint Manager audit Fixlet is a Fixlet that does not have an action script that is associated with it. An audit Fixlet does not change anything; it just alerts you about an issue. Audit Fixlets do not have action scripts; they require manual intervention. For example, an audit Fixlet might become available regarding a software patch upgrade where you must manually install the patch.

**Does Patch Management for Windows still support Microsoft products that reach their end of life?**

Microsoft no longer releases updates for Microsoft products that reach their end of life (EOL). Patch Management for Windows also no longer releases new content for Microsoft products that reach their end of life. One example is Microsoft Windows
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