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You need real threat intelligence to 
understand your security data and

mount a response.

There’s always a way
into your environment

You have to know what
the attacker is doing

Do you know how the attacker gained initial 
access? Do you understand the tactics, 

techniques and procedures the attacker used?
Do you know what makes you a target?

Where in your network is the attacker going?
What information is the attacker targeting?

Who in your organization is the target?

Are you gathering the right types of data?
Can you handle massive volumes of data and a 
complex security workload? Can you provide 

contextual intelligence based on the data 
available? Are your systems integrated to 

reveal attack patterns and prioritize threats?

IBM® X-Force® Threat Analysis Service 
(XFTAS) delivers quality, timely information 
on Internet-based threats to help you take 
proactive action for defense on a daily basis

X-Force IRIS strategic threat 
assessment uses threat intelligence to help 
you understand how cybercriminals would 
attack your most vulnerable assets and 
provides recommendations to defend against 
these types of attacks 

X-Force IRIS impact analysis 
capabilities take an in-depth look at threats
to help prevent them from happening again 
following an initial breach

X-Force IRIS Cyber Threat Intelligence 
workshops deliver a customized approach 
to helping you use threat intelligence to 
enhance your security posture

You have to use the
security data you gather

Learn more on the web
about threat intelligence
services from IBM.

Read the white paper
on IBM threat intelligence
services.

Planning and monitoring are
important, but not enough.

MISSION: INTELLIGENCE
Threat actors are smart.
You have to be smarter.

With IBM X-Force Incident
Response and Intelligence

Services (X-Force IRIS) you
can build a better response 

https://www.ibm.com/security/services/xforce-incident-response-and-intelligence
https://www.ibm.com/common/ssi/cgi-bin/ssialias?htmlfid=SEW03167USEN&

