
This one-day cloud security regulatory workshop provides qualified 
financial services firms with IBM’s perspective and assessment.

This workshop covers:
• Specific regulations in scope for deploying public cloud
• Non-regulatory business requirements that materially affect controls
• Current cloud environment
• Consistency of regulatory controls across the cloud estate
• Control compliance reporting and enforcement
• Continuous controls monitoring
• Control design
• Use of cloud control framework as the basis for a cloud-agnostic  

control framework

At the workshop, an IBM Security professional will prepare an analysis  
of the current control framework, relative to the requirements to build 
a future consistent IT security controls and compliance monitoring 
environment across the firm’s cloud estate based on their understanding  
of regulatory expectations.

Who is this workshop for?
• C-level executives
• VPs and Directors responsible for Security,  

Cyber Security, IT Security, Information Security,  
Regulatory Compliance

Need more information?
Contact your local  
IBM representative.
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Thank you for your interest in this workshop. Only submissions from qualified financial 
services firms will be reviewed and processed. Your application submission does not 
guarantee acceptance for the workshop.


