
SOLUTION BRIEF

Length of stay 
benchmarks for 
health plans

Patient-specific benchmarks based 
on real data
Length of stay (LOS) considerations are complex, 
but we believe managed-care providers must 
understand them in order to make informed 
care-related decisions. Although every patient 
is unique, groups of patients have statistical 
similarities that payers can analyze in asking 
themselves:

–– Which LOS benchmarks are appropriate to
use in precertifying or preauthorizing plan
members?

–– Can we identify cost savings by analyzing our
LOS data retrospectively?

–– What significant trends can be seen by
comparing against external norms?

Identify cost-savings opportunities
LOS benchmarks from IBM® Watson Health™ 
allow managed care companies, third-party 
administrators and Medicare and Medicaid 
providers to compare their actual LOS with 
regional, national and patient-specific 
benchmarks based on real experience.2 Use 
the data, available by ICD-9-CM (with mapping 
to ICD-10 enabled) diagnosis or procedure 
code or diagnosis-related groups (DRG) and for 
specific payers and populations, to assist in areas 
such as utilization review, case management 
and benefits plans administration. Apples-to-
apples comparisons with specific payers and 
populations can help identify cost savings.
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Potential benefits
––Compare actual LOS with 
industry norms that have 
been used for nearly 50 
years
––Trend performance over 
time to identify areas of 
improvement
––Identify potential cost-
saving opportunities

Features
––Regional, national 
and patient-specific 
benchmarks based on real 
experience1

––A data set containing more 
than 20 million inpatient 
discharges per year
––Benchmarks for MS-DRG 
and ICD-9-CM diagnosis 
and procedure codes at 
the 10th through 99th 
percentile
––Annual releases
––Mapping to ICD-10-CM 
enabled



Base decisions on real experience
Built from one of the largest empirical databases 
of its kind, our LOS benchmarks use no clinical 
panel assumptions. Our benchmarks are based 
on actual experience, encompassing more than 
20 million inpatient discharges a year. Annual 
releases allow you to trend experience and 
performance over time.

Set new standards for 
improvement
Watson Health LOS benchmarks are one of the 
most comprehensive available. They include 
specialty benchmarks (MS-DRG, pediatric, 
psychiatric, commercial payer only, geriatric, 
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Medicare, Medicaid and worker’s comp) that are 
specified as regional or national levels. Because 
the benchmarks are provided for MS-DRG and 
ICD-9-CM codes at the 10th through 99th 
percentile, you can continuously set new LOS 
standards to assess performance over time.

Stay up to date
Our LOS benchmark files can be used as stand-
alone reference tools or integrated into your 
decision support system. Either way, they can 
enhance your reimbursement review, as well 
as determination and adjudication and claims 
processing, and allow you to make more informed 
precertification decisions and develop future 
strategies. 

Figure 1. Example summary of all patients in operation codes

Length of stay (in days) by 
percentile document the 
statistical range of stays 
for each patient group, 
so you can determine the 
right length of stay for your 
patient.

The variance shows how much individual patient lengths of stay 
ranged around the average.

Average length of stay, in days, calculated from the admission and 
discharge dates.

Total number
of patients.

Because each  
patient is unique, we 

stratify patients by single or 
multiple diagnoses and age.

Observed Patients is the actual number of 
patient discharges. We derive length of stay 

figures from real patient data projected to 
represent the inpatient universe.
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This document is current as of the initial 
date of publication and may be changed 
by IBM at any time. Not all offerings are 
available in every country in which IBM 
operates.

The information in this document is 
provided “as is” without any warranty, 
express or implied, including without any 
warranties of merchantability, fitness for 
a particular purpose and any warranty 
or condition of non-infringement. IBM 
products are warranted according to the 
terms and conditions of the agreements 
under which they are provided.

The client is responsible for ensuring 
compliance with all applicable laws and 
regulations applicable to it.

IBM does not provide legal advice or 
represent or warrant that its services or 
products will ensure that the client is in 
compliance with any law or regulation.

The performance data and client 
examples cited are presented for 
illustrative purposes only. Actual 
performance results may vary depending 
on the specific configurations and 
operating conditions. It is the user’s 
responsibility to evaluate and verify 
the operation of any other products 
or programs with IBM product and 
programs.

Statement of Good Security Practices: 
IT system security involves protecting 
systems and information through 
prevention, detection and response to 
improper access from within and outside 
your enterprise. Improper access can 
result in information being altered, 
destroyed, misappropriated or misused 
or can result in damage to or misuse of 
your systems, including for use in attacks 
on others. No IT system or product 
should be considered completely 
secure and no single product, service 
or security measure can be completely 
effective in preventing improper use 
or access. IBM systems, products and 
services are designed to be part of a 
lawful, comprehensive security approach, 
which will necessarily involve additional 
operational procedures, and may require 
other systems, products or services to 
be most effective. IBM does not warrant 
that any systems, product or services 
are immune from, or will make your 
enterprise immune from, the malicious or 
illegal conduct of any party.

Get connected
email: watsonh@us.ibm.com

About IBM Watson Health
Each day, professionals throughout the health 
ecosystem make powerful progress toward a 
healthier future. At IBM Watson Health, we help 
them remove obstacles, optimize efforts and 
reveal new insights to support the people they 
serve. Working across the landscape, from payers 
and providers to governments and life sciences, 
we bring together deep health expertise; proven 
innovation; and the power of artificial intelligence 
to enable our customers to uncover, connect and 
act — as they work to solve health challenges for 
people everywhere.

For more information on IBM Watson Health, visit:
ibm.com/watsonhealth

Footnotes 
1 The primary data source for LOS Benchmarks is the PIDB (Projected Inpatient 
Database) which is one of the largest U.S inpatient all payer databases of its 
kind containing approximately 23 million inpatient discharges annually. Our 
interpretation of “real experience” in this context, means that we derive the 
benchmarks using the discharge information, which is aggregated at a regional  
or national level to provide realistic benchmarks based on this data. Truven  
Health, 2018.

2 Ibid, 2018.

www.ibm.com/watsonhealth



