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1. Access restrictions for identity, 
role-based administration and 
user access

2. Isolation for SDN control plane 
from workload clusters and public 
internet, separate edge cluster 
and gateway management 

3. Enterprise-grade for complex 
workloads, secure infrastructure 
and high-speed performance 
needs 

4. Management options for 
customer-managed, single-tenant 
or IBM-managed, multi-tenant 
options 

5. Backup & disaster recovery with 
optional DR and high-availability 
clusters, data and VM backup

6. Encryption with bring your own 
key (BYOK), keep your own key 
(KYOK) and FIPS 140-2 Level 4 
highest commercially available 
security certification 

7. Continuous compliance with  
management-auditing and 
monitoring and prevention

8. Unified policies for security and 
network across management stack 
and workload clusters 
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8 key features of IBM Cloud � 
for VMware Regulated Workloads
Automate continuous compliance and � 
mitigate breach risks with a security-rich � 
deployment architecture. 
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